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Dated: October 2, 2001.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

A0715rrr USAEUR

SYSTEM NAME:
DOD Technical Experts/Troop Care/

Analytical Support Contractor
Employees.

SYSTEM LOCATION:
Headquarters, U.S. Army Europe and

Seventh Army, Unit 29150, Attn:
Department of Defense Contractor
Personnel Office, APO AE 09100–9150.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Individuals who have applied for
Troop Care Status Accreditation or
Technical Expert Status Accreditation
pursuant to an Exchange of Notes,
Numbers 146 and 147, dated March 27,
1998, and Exchanges of Notes, Numbers
866 and 883, dated June 29, 2001, in
accordance with Articles 72 and 73 of
the German Supplementary Agreement
to the NATO Status of Forces
Agreement.

CATEGORIES OF RECORDS IN THE SYSTEM:
Individuals’ name; Social Security

Number; passport number; citizenship;
local address; applications for status
accreditation with substantiating
documents, evaluations,
correspondence and responses thereto;
applications for status accreditation;
questions pertaining to entitlement to
status accreditation, allowances,
privileges or other benefits granted as a
result of accreditation; revocation of
accreditation.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
10 U.S.C. 3013, Secretary of the Army;

NATO SOFA Supplementary
Agreement, Article 72 and 73 between
the United States of America and the
Federal Republic of Germany; and E.O.
9397 (SSN).

PURPOSE(S):
To ensure compliance with the

established bilateral implementation of
Articles 72 and 73 of the Supplementary
Agreement to the NATO Status of
Forces Agreement. These two Articles
govern the use in Germany of DoD
contractor employees as Technical
Experts, Troop Care, and Analytical
Support providers.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records

or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

Information from this system may be
disclosed to officials of the Federal
Republic of Germany (the host nation)
and its various States (Laender)
responsible for the enforcement of tax,
labor and other host nation law.

Information from this system may be
disclosed to officials of the Federal
Republic of Germany and its various
States (Laender) responsible for the
implementation of the Exchange of
Notes.

The DoD ‘‘Blanket Routine Uses’’
published at the beginning of the
Army’s compilation of systems of
records notices also apply to this
system.

Policies and practices for storing,
retrieving, accessing, retaining, and
disposing of records in the system

STORAGE:
Paper records in file folders and on

electronic storage media.

RETRIEVABILITY:
By individual’s surname or Social

Security Number.

SAFEGUARDS:
Records are maintained in locked file

cabinets and/or in locked offices in
buildings employing security guards or
on military installations protected by
military police patrols.

RETENTION AND DISPOSAL:
Deposition pending (until NARA has

approved a disposition and retention
schedule, treat records as permanent).

SYSTEMS MANAGER AND ADDRESS:
Headquarters, U.S. Army Europe and

Seventh Army, ATTN: Unit 29150,
Director, Department of Defense
Contractor Personnel Office, APO AE
09100–9150.

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

information about themselves is
contained in the record system should
address written inquiries to the Director,
Department of Defense Contractor
Personnel Office, Headquarters, U.S.
Army Europe and Seventh Army, Unit
29150, APO AE 09100–9150.

Individual should provide his/her full
name, the address and telephone
number, and any other personal data
that would assist in identifying records
pertaining to him/her.

RECORD ACCESS PROCEDURES:
Individuals seeking access to records

about themselves contained in this

record system should address written
inquiries to the Director, Department of
Defense Contractor Personnel Office,
Headquarters, U.S. Army Europe and
Seventh Army, Unit 29150, APO AE
09100–9150.

Individual should provide his/her full
name, the address and telephone
number, and any other personal data
that would assist in identifying records
pertaining to him/her.

CONTESTING RECORD PROCEDURES:
The Army’s rules for accessing

records, and for contesting contents and
appealing initial agency determinations
are contained in Army Regulation 340–
21; 32 CFR part 505; or may be obtained
from the system manager.

RECORD SOURCE CATEGORIES:
From the individual, Army records,

and other public and private records.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

[FR Doc. 01–25117 Filed 10–5–01; 8:45 am]
BILLING CODE 5001–08–P

DEPARTMENT OF DEFENSE

Department of the Army

Privacy Act of 1974; System of
Records

AGENCY: Department of the Army.
ACTION: Notice to alter a system of
records.

SUMMARY: The Department of the Army
is altering a system of records notice in
its existing inventory of record systems
subject to the Privacy Act of 1974, (5
U.S.C. 552a), as amended.

The alteration adds six routine uses to
the existing system of records that will
permit the release of records to the
White House Military Office; the
Sergeants-at-Arms of the House and
Senate; the Department of State; the
Department of Transportation; the
presidential libraries and foundations;
and to state and local law enforcement
for the purposes of facilitating the
planning and execution of funerals.
DATES: This proposed action will be
effective without further notice on
November 8, 2001 unless comments are
received which result in a contrary
determination.
ADDRESSES: Records Management
Division, U.S. Army Records
Management and Declassification
Agency, Attn: TAPC–PDD–RP, Stop
5603, 6000 6th Street, Ft. Belvoir, VA
22060–5603.
FOR FURTHER INFORMATION CONTACT: Ms.
Janice Thornton at (703) 806–4390 or
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DSN 656–4390 or Ms. Christie King at
(703) 806–3711 or DSN 656–3711.
SUPPLEMENTARY INFORMATION: The
Department of the Army systems of
records notices subject to the Privacy
Act of 1974, (5 U.S.C. 552a), as
amended, have been published in the
Federal Register and are available from
the address above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act of 1974, as amended, was
submitted on September 25, 2001, to the
House Committee on Government
Reform, the Senate Committee on
Governmental Affairs, and the Office of
Management and Budget (OMB)
pursuant to paragraph 4c of Appendix I
to OMB Circular No. A–130, ‘Federal
Agency Responsibilities for Maintaining
Records About Individuals,’ dated
February 8, 1996 (February 20, 1996, 61
FR 6427).

Dated: October 2, 2001.
L.M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

A0600–25 MDW

SYSTEM NAME:
State, Official, and Special Military

Funeral Plans (February 22, 1993, 58 FR
10002).

CHANGES:

* * * * *

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
Delete entry and replace with ‘10

U.S.C. 3013, Secretary of the Army; 38
U.S.C. 2301, Flags; DoD Directive
1300.15, Military Funeral Support;
Army Regulation 600–25, Salutes,
Honors, and Visits of Courtesy, and E.O
9397 (SSN).’
* * * * *

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

Delete entry and replace with ‘In
addition to those disclosures generally
permitted under 5 U.S.C. 552a(b) of the
Privacy Act, these records or
information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the White House Military Office to
facilitate planning and coordination
with participating and support
personnel prior to execution of State
and Official and possibly Special
Military funerals.

To the Sergeants-at-arms of the House
and Senate to facilitate planning and
coordination with participating and
support personnel prior to execution of

state and official and possibly special
military funerals.

To the Departments of State to
facilitate planning and coordination
with participating and support
personnel prior to execution of state and
official and possibly special military
funerals.

To the Department of Transportation
to facilitate planning and coordination
with participating and support
personnel prior to execution of a state,
official and possibly special military
funeral.

To the presidential libraries and
foundations to facilitate planning and
coordination with participating and
support personnel prior to execution of
state funerals.

To state and local law enforcement to
facilitate planning and coordination
with participating and support
personnel prior to execution of state,
official and possibly special military
funerals.

The DoD ‘Blanket Routine Uses’ set
forth at the beginning of the Army’s
compilation of systems of records
notices also apply to this system.’
* * * * *

STORAGE:

Delete entry and replace with
‘Records are stored in file cabinets,
magnetic tapes/disc and electronic
storage media.’
* * * * *

SAFEGUARDS:

Delete entry and replace with ‘
Records are maintained in safes and are
accessible only to authorized personnel
who have an official need therefor in the
performance of their duties. Access to
computerized information is controlled
by a system of assigned passwords;
computerized records are accessible
only by authorized personnel.’’

RETENTION AND DISPOSAL:

Delete entry and replace with
‘Ceremonies of historical importance,
such as presidents, ex-presidents, vice
presidents, heads of state, heads of
government records are permanent. All
other ceremonial funerals, maintain
records for five years then destroy.
Offices not having Army-wide
responsibility maintain records for 2
years or when no longer needed for
current operations, whichever is later.’
* * * * *

A0600–25 MDW

SYSTEM NAME:

State, Official, and Special Military
Funeral Plans.

SYSTEM LOCATION:
Office of Ceremonies and Special

Events, U.S. Army Military District of
Washington, 103 Third Avenue, Fort
Lesley J. McNair, DC 20319–5058.
Segments of the system may exist at
DoD commands and installations
supporting State, Official and Special
Military Funerals.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Government officials or service-
connected persons and dependent
family members who are authorized a
State, Official or Special Military
funeral.

CATEGORIES OF RECORDS IN THE SYSTEM:
Letters, memoranda, maps, diagrams,

ceremonial plans, and similar relevant
documents for military honors and/or
funeral support for only those
authorized individuals who have
requested special arrangements for their
funeral ceremony.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
10 U.S.C. 3013, Secretary of the Army;

38 U.S.C. 2301, Flags; DoD Directive
1300.15, Military Funeral Support;
Army Regulation 600–25, Salutes,
Honors, and Visits of Courtesy, and E.O
9397 (SSN).

PURPOSE(S):
To maintain funeral plans or requests

by specifically authorized individuals
who have requested special
arrangements for their funeral
ceremony; to facilitate coordination of
military support for State, Official, or
Special Military funerals.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

To the White House Military Office to
facilitate planning and coordination
with participating and support
personnel prior to execution of State
and Official, and possibly Special
Military funerals.

To the Sergeants-at-arms of the House
and Senate to facilitate planning and
coordination with participating and
support personnel prior to execution of
State or Official, and possibly Special
Military funerals.

To the Departments of State to
facilitate planning and coordination
with participating and support
personnel prior to execution of State or
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Official, and possibly Special Military
funerals.

To the Department of Transportation
to facilitate planning and coordination
with participating and support
personnel prior to execution of a State
or Official, and possibly Special
Military funeral.

To the presidential libraries and
foundations to facilitate planning and
coordination with participating and
support personnel prior to execution of
State funerals.

To state and local law enforcement to
facilitate planning and coordination
with participating and support
personnel prior to execution of State or
Official, and possibly Special Military
funerals.

The DoD ‘Blanket Routine Uses’ set
forth at the beginning of the Army’s
compilation of systems of records
notices also apply to this system.

Policies and practices for storing,
retrieving, accessing, retaining, and
disposing of records in the system:

STORAGE:
Records are stored in file cabinets,

magnetic tapes/disc and electronic
storage media.

RETRIEVABILITY:
By individual’s name and plan

number.

SAFEGUARDS:
Records are maintained in safes and

are accessible only to authorized
personnel who have an official need
therefor in the performance of their
duties. Access to computerized
information is controlled by a system of
assigned passwords; computerized
records are accessible only by
authorized personnel.

RETENTION AND DISPOSAL:
Ceremonies of historical importance,

such as presidents, ex-presidents, vice
presidents, heads of state, heads of
government records are permanent. All
other ceremonial funerals, maintain
records for five years then destroy.
Offices not having Army-wide
responsibility maintain records for 2
years or when no longer needed for
current operations, whichever is later.

SYSTEM MANAGER(S) AND ADDRESS:
Commander, U.S. Army Military

District of Washington, 103 Third
Avenue, Fort Lesley J. McNair, DC
20319–5058.

NOTIFICATION PROCEDURE:
Individuals seeking to determine if

information about themselves contained
in this system should address written
inquiries to the Commander, U.S. Army

Military District of Washington, 103
Third Avenue, Fort Lesley J. McNair, DC
20319–5058.

RECORD ACCESS PROCEDURES:
Individuals seeking access to

information about themselves contained
in this system should address written
inquiries to the Commander, U.S. Army
Military District of Washington, 103
Third Avenue, Fort Lesley J. McNair, DC
20319–5058.

CONTESTING RECORD PROCEDURES:
The Army’s rules for accessing

records, and for contesting contents and
appealing initial agency determinations
are contained in Army Regulation 340–
21; 32 CFR part 505; or may be obtained
from the system manager.

RECORD SOURCE CATEGORIES:
Information obtained from the

individual or designated representative.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

[FR Doc. 01–25118 Filed 10–5–01; 8:45 am]
BILLING CODE 5001–08–P

DEPARTMENT OF DEFENSE

Defense Information Systems Agency

Privacy Act of 1974; System of
Records

AGENCY: Defense Information Systems
Agency, DoD.
ACTION: Notice to add a system of
records.

SUMMARY: The Defense Information
Systems Agency proposes to add a
system of records notice to its inventory
of record systems subject to the Privacy
Act of 1974 (5 U.S.C. 552a), as amended.
DATES: This action will be effective on
November 8, 2001 unless comments are
received that would result in a contrary
determination.
ADDRESSES: Send comments to the
Defense Information Systems Agency,
CIO/D03A, 3701 N. Fairfax Drive,
Arlington, VA 22203–1713.
FOR FURTHER INFORMATION CONTACT: Mr.
Tommie Gregg at (703) 696–1891.
SUPPLEMENTARY INFORMATION: The
Defense Information Systems Agency’s
record system notices for records
systems subject to the Privacy Act of
1974 (5 U.S.C. 552a), as amended, have
been published in the Federal Register
and are available from the address
above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act, was submitted on

September 26, 2001, to the House
Committee on Government Reform, the
Senate Committee on Governmental
Affairs, and the Office of Management
and Budget (OMB) pursuant to
paragraph 4c of Appendix I to OMB
Circular No. A–130, ‘Federal Agency
Responsibilities for Maintaining
Records About Individuals,’ dated
February 8, 1996, (61 FR 6427, February
20, 1996).

Dated: October 2, 2001.
L. M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

K270–01,

SYSTEM NAME:
DoD Digital Certificate Records.

SYSTEM LOCATION:
Defense Enterprise Computing Center-

Chambersburg, Letterkenny Army
Depot, Building 3, Chambersburg, PA
17201–4186; and

Defense Enterprise Computing
Center–C–DE, 6760 East Irvington Place,
Denver, CO 80279–8000.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

DoD military and civilian personnel,
selected reservists; eligible DoD
contractor personnel who have been
assigned a digital certificate or have had
their existing certificates renewed,
replaced, revoked, or denied.

CATEGORIES OF RECORDS IN THE SYSTEM:
The system contains information

needed to establish accountability and
audit control of digital certificates that
have been assigned to DoD personnel
who transmit electronic data that
requires protection by enabling the use
of public key cryptography.

Records include operator’s/user’s
name, organization, work telephone
number, Social Security Number, date
of birth, Electronic Identification
Number, work e-mail address, username
and password. Records on the creation,
renewal, replacement, or revocation of
digital certificates under the DoD Public
Key Infrastructure, including evidence
provided by applicants for proof of
identity and authority, sources used to
verify an applicant’s identity and
authority, and the certificates issued,
denied, and revoked, including reasons
for denial, and revocation.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, Departmental

Regulations; The Electronic Signatures
in Global and National Commerce Act,
Pub. L. 106–229; Presidential Directive
on Electronic Commerce, July 1, 1997;
OASD(C3I) Policy Memorandum dated
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